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(57) ABSTRACT

A machine performs an ownership audit on source media files
whose media tracks are used, or proposed for use, in a mash-
up media file. The machine may access a first group of media
identifiers from a user’s media library and identify authorized
media files that the user is authorized to play or use in a
mash-up. The machine may access a second group of media
identifiers that identify source media files selected by the user
for inclusion in a mash-up. The machine may determine
whether all source media files are authorized and then present
a notification that indicates whether the mash-up media file
can be generated, or has been generated, exclusively from
authorized media files. If a source media file is not authorized,
the notification may include a suggestion that the user pur-
chase an authorization to play the media file, use it in a
mash-up, or both.
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1
MERCHANDISING MEDIA BASED ON
OWNERSHIP AUDIT

TECHNICAL FIELD

The subject matter disclosed herein generally relates to the
processing of data. Specifically, the present disclosure
addresses systems and methods to present information related
to merchandising media.

BACKGROUND

A media file may include one or more media tracks (e.g., an
audio track, a video track, a text track, or a data track) that
each represent media content (e.g., audio, video, captions, or
commentary). For example, an audio file for a song recorded
in stereo may store one audio track for left channel audio and
another audio track for right channel audio. As another
example, a video file for a movie with multiple soundtracks
may store many media tracks, such as, high definition video
track, a standard definition video track, a set of audio tracks
for musical score (e.g., left stereo channel and right stereo
channel), another set of audio tracks for sound effects (e.g.,
left front surround channel, center front surround channel,
right front surround channel, left rear surround channel, right
rear surround channel, and subwoofer channel), yet another
set of audio tracks for dialogue in English (e.g., five surround
channels), a further set of audio tracks for dialogue in French
(e.g., five surround channels), and a text track for closed
captions.

Media files may be stored by a user in a data repository as
a media library (e.g., media collection) of the user. In some
cases, the user is authorized to play a media file and its media
tracks (e.g., by creating the media tracks stored in the media
file, purchasing the media file and its media tracks, or other-
wise being authorized to play the media file). In other cases,
the user is not authorized to play the media file or any of its
media tracks.

BRIEF DESCRIPTION OF THE DRAWINGS

Some embodiments are illustrated by way of example and
not limitation in the figures of the accompanying drawings.

FIG. 1 is a network diagram illustrating a network envi-
ronment 100 suitable for merchandising media (e.g., one or
more media files) based on an ownership audit, according to
some example embodiments.

FIG. 2 is a block diagram illustrating modules (e.g., com-
ponents) of an audit machine and devices that are suitable for
merchandising media based on an ownership audit, according
to some example embodiments.

FIG. 3 is a conceptual diagram illustrating source media
files of a mash-up media file being entirely included among
authorized media files that a user owns or is otherwise autho-
rized to play, according to some example embodiments.

FIG. 4 is a conceptual diagram illustrating source media
files of a mash-up media file being only partially included
among authorized media files that a user owns or is otherwise
authorized to play, according to some example embodiments.

FIG. 5 is a conceptual diagram illustrating a mash-up
media file whose media tracks are taken from different source
media files, according to some example embodiments.

FIGS. 6 and 7 are flowcharts illustrating operations of the
audit machine, or the device of the creator of a mash-up media
file, in performing a method of merchandising a media file
based on an ownership audit, according to some example
embodiments.
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FIG. 8-10 are flowcharts illustrating operations of the audit
machine, or the device of a non-creator of the mash-up media
file, in performing a method of merchandising a media file
based on an ownership audit, according to some example
embodiments.

FIG. 11 is a block diagram illustrating components of a
machine, according to some example embodiments, able to
read instructions from a machine-readable medium and per-
form any one or more of the methodologies discussed herein.

DETAILED DESCRIPTION

Example methods and systems are directed to merchandis-
ing media files based on ownership audits. Examples merely
typify possible variations. Unless explicitly stated otherwise,
components and functions are optional and may be combined
or subdivided, and operations may vary in sequence or be
combined or subdivided. In the following description, for
purposes of explanation, numerous specific details are set
forth to provide a thorough understanding of example
embodiments. It will be evident to one skilled in the art,
however, that the present subject matter may be practiced
without these specific details.

The user with access to a library of media files may wish to
create a new media file by combining media tracks that are
taken from different media files from the library. The new
media file may be known as a “mash-up” or a “mash-up media
file,” and the media files from which the combined media
tracks are taken may be known as “source media files.”
Hence, media tracks that are included in different source
media files may be combined, in whole or in part, into a
simultaneous mix of media tracks that are configured to be
presented contemporaneously (e.g., played in parallel) when
the mash-up media file is played. For example, a mash-up
media file may include a simultaneous mix of a vocal track
from one source media file with an instrumental track from
another source media file, so that the vocal track and the
instrument tracks are played together at the same time when
the mash-up media file is played.

As another example, mash-up media file may combine a
female vocal track from one source media file (e.g., a song
sung by Janis Joplin, who died in 1970), a male vocal track
from another source media file (e.g., a song sung by Justin
Bieber, who was born in 1994), a guitar track from a third
source media file (e.g., a song on which Django Reinhardt
played guitar), a drum track from a fourth source media file
(e.g., asong onwhich Phil Collins played drums), and a video
track from a fifth source media file (e.g., a scene from “Juras-
sic Park” (1993)), into a simultaneous mix that blends all of
these tracks during playback of the mash-up media file. In
some situations, however, a created or proposed mash-up
media file may include one or more media tracks to which the
creator of the mash-up media file lacks authorization to play,
authorization to use in a mash-up, or both.

A machine may be configured (e.g., by software modules
such as those described herein) to perform an ownership audit
on source media files whose media tracks are used or pro-
posed for use in a mash-up media file. An ownership audit
may access a user’s media library and identify media files
(e.g., source media files) that the user “owns” in the sense that
the user has ownership of an authorization to play the media
file, authorization to use the media file in a mash-up, or both.
Accordingly, the machine (e.g., a server machine or a client
device) may access a group of media identifiers (e.g., a first
group of media identifiers) from a media library of the user
and identify authorized media files that the user is authorized
to play, use in a mash-up, or both. The machine may access
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another group of media identifiers (e.g., second group of
media identifiers) that are selected by the user for a mash-up,
where these selected media identifiers identify source media
files with media tracks selected by the user for generating a
mash-up media file.

The machine may then determine whether all of the source
media files are authorized media files. Based on this determi-
nation, the machine may present a notification that indicates
whether the mash-up media file can be generated, or has been
generated, exclusively from the authorized media files. If at
least one of the source media files is not an authorized media
file, the notification may include a suggestion that the user
authorize the unauthorized media file (e.g., by purchasing an
authorization to play the unauthorized media file, an autho-
rization to use them unauthorized media file in a mash-up, or
both).

FIG. 1 is a network diagram illustrating a network envi-
ronment 100 suitable for merchandising media (e.g., one or
more media files) based on an ownership audit, according to
sonic example embodiments. The network environment 100
includes an audit machine 110, a database 115, and devices
130 and 150, all communicatively coupled to each other via a
network 190. The audio machine 110, the database, 115, and
the devices 130 and 150 may each be implemented in a
computer system, in whole or in part, as described below with
respect to FIG. 11.

The audit machine 110, with or without the database 115,
may form all or part of a network-based system 105. For
example, the network-based system 105 may be or include a
cloud-based server system that provides a service in which
media files may be merchandised based on ownership audits.

Also shown in FIG. 1 are users 132 and 152. One or both of
the users 132 and 152 may be a human user (e.g., a human
being), a machine user (e.g., a computer configured by a
software program to interact with the device 130), or any
suitable combination thereof (e.g., a human assisted by a
machine or a machine supervised by a human). The user 132
is not part of the network environment 100, but is associated
with the device 130 and may be a user of the device 130. For
example, the device 130 may be a desktop computer, a vehicle
computer, a tablet computer, a navigational device, a portable
media device, or a smart phone belonging to the user 132.
Likewise, the user 152 is not part of the network environment
100, but is associated with the device 150. As an example, the
device 150 may be a desktop computer, a vehicle computer, a
tablet computer, a navigational device, a portable media
device, or a smart phone belonging to the user 152.

The user 132 may be a creator of a mash-up media file. For
example, the user 132 may use the device 130 to execute
media editor software, which may configure the device 130 to
extract and combine media tracks from various media files
accessible to the device 130 (e.g., a media library of the user
132). In some example embodiments, the user 132 has
selected one or more media identifiers that identify source
media files with media tracks selected by the user 132 for
generating a mash-up media file yet to be created (e.g., gen-
erated). In certain example embodiments, the mash-up media
file has already been created, and the source media files
whose media tracks were used to generate the mash-up media
file may be identified by a corresponding media identifiers
(e.g., stored in metadata of the mash-up media file, stored in
the database 115, stored at the device 130, or any suitable
combination thereof).

The user 152 may be a non-creator of a mash-up media file
created by the user 132. For example, the user 152 may be a
social connection of the user 132 (e.g., socially connected as
a friend, follower, or connection by one or more social net-
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working services). As another example, the user 152 may be
a member of the general public. In some example embodi-
ments, the user 152 has accessed the mash-up media file (e.g.,
by downloading it or receiving it as an attachment). In certain
example embodiments, the user 152 has accessed a reference
to the mash-up media file. For example, the user 152 may
view a set of search results that include a reference to the
mash-up media file, access a document (e.g., a review of the
mash-up media file) that references the mash-up media file,
receive a suggestion that the user 152 would enjoy the mash-
up media file (e.g., sent from a friend of the user 152), or any
suitable combination thereof.

Any of the machines, databases, or devices shown in FIG.
1 may be implemented in a general-purpose computer modi-
fied (e.g., configured or programmed) by software to be a
special-purpose computer to perform one or more of the
functions described herein for that machine, database, or
device. For example, a computer system able to implement
any one or more of the methodologies described herein is
discussed below with respect to FIG. 16. As used herein, a
“database” is a data storage resource and may store data
structured as a text file, a table, a spreadsheet, a relational
database (e.g., an object-relational database), a triple store, a
hierarchical data store, or any suitable combination thereof.
Moreover, any two or more of the machines, databases, or
devices illustrated in FIG. 1 may be combined into a single
machine, and the functions described herein for any single
machine, database, or device may be subdivided among mul-
tiple machines, databases, or devices.

The network 190 may be any network that enables com-
munication between or among machines, databases, and
devices (e.g., the audit machine 110 and the device 130).
Accordingly, the network 190 may be a wired network, a
wireless network (e.g., a mobile or cellular network), or any
suitable combination thereof. The network 190 may include
one or more portions that constitute a private network, a
public network (e.g., the Internet), or any suitable combina-
tion thereof.

FIG. 2 is a block diagram illustrating modules (e.g., com-
ponents) that may be implemented in the audit machine 110,
the device 130, the device 150, or any suitable combination
thereof, according to some example embodiments. In some
example embodiments, the audit machine 110 includes one or
more of a library module 210, a mash-up module 220, an audit
module 230, a message module 240, a media editor module
250, and a media publisher module 260, all configured to
communicate with each other (e.g., via a bus, shared memory,
or a switch). The media editor module 250 may form all or
part of media editor application (e.g., an editing and compos-
iting application that enables extraction, modification, com-
bination, composition, and creation of new media files from
various media tracks). The media publisher module 260 may
form all or part of a media publisher application (e.g., a
filesharing application for sharing or publishing media files,
an electronic commerce application for selling or distributing
media files, or any suitable combination thereof).

In certain example embodiments, the device 130 includes
one or more of the library module 210, the mash-up module
220, the audit module 230, the message module 240, the
media editor module 250, and the media publisher module
260, all configured to communicate with each other. In vari-
ous example embodiments, the device 150 includes one or
more of the library module 210, the mash-up module 220, the
audit module 230, the message module 240, and a media
player module 270, all configured to communicate with each
other. As noted above with respect to FIG. 1, the audit
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machine 110, the device 130, and the device 150 may com-
municate with each other (e.g., via the network 190).

Any one or more of the modules described herein may be
implemented using hardware (e.g., a processor of a machine)
or a combination of hardware and software. For example, any
module described herein may configure a processor to per-
form the operations described herein for that module. More-
over, any two or more of these modules may be combined into
a single module, and the functions described herein for a
single module may be subdivided among multiple modules.
Furthermore, according to various example embodiments,
modules described herein as being implemented within a
single machine, database, or device may be distributed across
multiple machines, databases, or devices.

FIG. 3 is a conceptual diagram illustrating source media
files 315 of a mash-up media file 310 being entirely included
among authorized media files 325 that a user (e.g., user 132 or
user 152) owns or is otherwise authorized to play (e.g., on a
device of the user), according to some example embodiments.
As shown in FIG. 3, the mash-up media file 310 may be
already generated (e.g., stored by the database 115, by the
device 130, or by the device 150), or proposed for generation
(e.g., by the user 132, for example, using media editor module
250 on the device 130). The mash-up media file 310 includes
media tracks from the source media files 315. In some situa-
tions, the mash-up media file 310 is already generated from
the source media files 315. In other situations, the mash-up
media file 310 is proposed to be generated, and the source
media files 315 are selected for use in generating the mash-up
media file 310.

As shown in FIG. 3, a media library 320 (e.g., a media
collection of the user 132, or a media collection of the user
152) is a data repository of various media files, and the media
library 320 indicates ownership of the media files included
therein. As noted above, “ownership” of a media file refers to
owning an authorization to play the media file, an authoriza-
tion to use the media file in a mash-up, or both. Based on the
indicated ownership of each of the media files in the media
library 320, the authorized media files 325 can be determined
(e.g., by the audit machine 110, the device 130, or the device
150). In FIG. 3, the source media files 315 (e.g., selected for,
or used in, the mash-up media file 310) are fully included
among the authorized media files 325. Based on the mash-up
media file 310 being generated, or able to be generated, exclu-
sively from the authorized media files 325, the user of the
media library 320 (e.g., user 132 or user 152) may be autho-
rized to generate the mash-up media file 310, publish the
mash-up media file 310, play the mash-up media file 310, or
any suitable combination thereof.

FIG. 4 is a conceptual diagram illustrating source media
files 315 of the mash-up media file 310 being only partially
included among the authorized media files 325, according to
some example embodiments. In FIG. 4, the source media files
315 (e.g., selected for, or used in, the mash-up media file 310
are only partly included among the authorized media files
325. That is, at least one of the source media files 315 is
excluded from the authorized media files 325. Based on the
mash-up media file 310 not being generated exclusively from
the authorized media files 325, or not being able to be gener-
ated exclusively from the authorized media files 325, the user
of the media library 320 (e.g., user 132 or user 152) may be
unauthorized to generate the mash-up media file 310, publish
the mash-up media file 310, play the mash-up media file 310,
or any suitable combination thereof.

Such a user (e.g., user 132 or user 152) may be presented
(e.g., by the audit machine 110, the device 130, or the device
150) with information that merchandises one or more unau-
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6

thorized media files among the source media files 315. For
example, such information may include a suggestion that the
user authorize an unauthorized media file by purchasing the
unauthorized media file (e.g., by purchasing an authorization
to play the unauthorized media file, an authorization to use
them unauthorized media file in a mash-up, or both).

FIG. 5 is a conceptual diagram illustrating the mash-up
media file 310, whose included media tracks 512 and 514 are
taken from different source media files 520 and 530, accord-
ing to some example embodiments. As shown in FIG. 5, the
source media files 520 and 530 are included among the source
media files 315, which may be selected fir use in generating
the mash-up media file 310 (e.g., in situations where the
mash-up media file 310 is not yet generated) or already used
in generating the mash-up media file 310 (e.g., in situations
where the mash-up media file 310 has been previously gen-
erated).

The source media file 520 includes the media track 512,
which is used or selected for use in a simultaneous mix 510 of
media tracks within the mash-up media file 310. The source
media file 520 may include any number of additional media
tracks. In FIG. 5, however, the media track 512 is depicted as
being incorporated or proposed for incorporation into the
mash-up media file 310.

The source media file 530 includes the media track 514,
which is used or selected for use in the simultaneous mix 510
of'media tracks within the mash-up media file 310. The source
media file 530 may include any number of additional media
tracks. In FI1G. 5, however, the media tracks 514 is depicted as
being incorporated or proposed for incorporation into the
mash-up media file 310.

The simultaneous mix 510 of media tracks may form all or
part of the mash-up media file 310, and the simultaneous mix
510 may blend the media tracks 512 and 514 together during
playback of the mash-up media file 310. As depicted in FIG.
5, the simultaneous mix 510 of media tracks is may contain
media tracks (e.g., media tracks 512 and 514) from different
source media files (e.g., source media files 520 and 530).

FIGS. 6 and 7 are flowcharts illustrating operations of the
audit machine 110 or the device 130 (e.g., a device of the user
132, who may be the creator of the mash-up media file 310) in
performing a method 600 of merchandising a media file (e.g.,
source media file 530) based on an ownership audit, accord-
ing to some example embodiments. Operations in the method
600 may be performed using modules described above with
respect to FIG. 2. As shown in FIG. 6, the method 600
includes operations 610, 620, 630, and 640, and the method
600 may be performed prior to generation of the mash-up
media file 310 or prior to publication of the mash-up media
file 310.

In operation 610, the library module 210 accesses a first
group of media identifiers that identify the authorized media
files 325, which may be authorized for the user 132 to play
(e.g., playback on the device 130), use in generating a mash-
up, or both. The library module 210 may thus identify the
authorized media files 325 that the user 132 is authorized to
play, use in a mash-up, or both.

In operation 620, the mash-up module 220 determines a
second group of media identifiers that identify the source
media files 315, which may be selected by the user 132 for at
least partial inclusion within the mash-up media file 310 to be
generated by the user 132. The mash-up module 220 may thus
identify the source media files 315, which include media
tracks (e.g., media tracks 512 and 514) that are selected by the
user 132 for use in generating the mash-up media file 310.

In some example embodiments, the mash-up media file
310 is neither generated nor published, but the mash-up
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media file 310 is proposed for generation, for example, as a
result of the user 132 using the media editor module 250 (e.g.,
a media editing or compositing application, applet, or mobile
app). For example, the user 132 may use the media editor
module 250 to specify the source media files 315 or media
tracks contained therein (e.g., media tracks 512 and 514) are
selected for inclusion in a new mash-up media file to be
created as the mash-up media file 310. The second group of
media identifiers may hence be determined by accessing (e.g.,
querying) the media editor module 250 to detect media iden-
tifiers for the source media files 315. These detected media
identifiers may therefore be determined as the second group
of media identifiers.

In certain example embodiments, the mash-up media file
310 is generated but not published, and the mash-up media
file 310 is proposed for publication by the media publisher
module 260 (e.g., a media publishing, uploading, or blogging
application, applet, or mobile app). For example, the user 132
may use the media publisher module 260 to specify that the
mash-up media file 310 is selected for publication, and the
media publisher module 260 may access (e.g., query) infor-
mation that references media identifiers for the source media
files 315. Such information may be stored in metadata of the
mash-up media file 310, stored in the database 115, stored at
the device 130, or any suitable combination thereof. The
second group of media identifiers may thus be determined by
accessing (e.g., querying) the media publisher module 260 to
detect media identifiers for the source media files 315. These
detected media identifiers may accordingly be determined as
the second group of media identifiers.

In operation 630, the audit module 230 determines whether
all of the source media files 315 are included among the
authorized media files 325. This determination may be per-
formed based on a comparison of the first group of media
identifiers (e.g., from operation 610) to the second group of
media identifiers (e.g., from operation 620).

In operation 640, the message module 240 presents a noti-
fication that indicates whether the mash-up media file 310 can
be generated (e.g., if the mash-up media file 310 has not yet
been generated), or was generated (e.g., if the mash-up media
file 310 has been generated), exclusively from the authorized
media files 325. The presenting of the notification may be
based on whether all of the source media files 315 are
included among the authorized media files 325, as determined
in operation 630. For example, the message module 240 (e.g.,
whether located in the audit machine 110 or in the device
130), may cause the device 130 to display the notification to
the user 132.

As shown in FIG. 7, the method 600 may include one or
more of operations 710, 730, 740, 741, 743, 750, 751, 753,
755, 757, and 759. Operation 710 may be performed as part
(e.g., a precursor task, a subroutine, or portion) of operation
610, in which the library module 210 accesses the first group
of' media identifiers. In operation 710, the library module 210
may access the first group of media identifiers by accessing a
media library (e.g., media library 320) of the user 132 (e.g., a
collection of media files owned by the user 132 and stored in
the database 115 or at the device 130).

In situations where all of the source media files 315 are a
subset of the authorized media files 325 (e.g., as shown in
FIG. 3), operation 630 may be performed based on the second
group of media identifiers (e.g., from operation 620) being
included in the first group of media identifiers (e.g., from
operation 610). Moreover, in such cases, operation 740 may
be performed as part of operation 640, in which the message
module 240 presents the notification regarding whether the
mash-up media file 310 can be generated, or has been gener-
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ated, exclusively from the authorized media files 325. In
operation 740, the notification presented by the message
module 240 indicates that the mash-up media file 310 can be
generated, or has been generated, exclusively from the subset
of the authorized media files 325.

Inthese situations, the performance of operation 630 by the
audit module 230 may determine that all of the source media
files 315 are included among the authorized media files 325,
and one or more of operations 741 and 743 may be performed
subsequent to operation 640. Operation 741 may be per-
formed in cases where the mash-up media file 310 has not yet
been generated. In operation 741, the audit module 230 con-
figures the media editor module 250 to enable (e.g., allow)
generation of the mash-up media file 310. This configuration
of the media editor module 250 may be performed based on
(e.g., in response to) the source media files 315 all being
included among the authorized media files 325.

Operation 743 may be performed in cases where the mash-
up media file 310 has already been generated, but not yet
published. In operation 743, the audit module 230 configures
the media publisher module 260 to enable (e.g., allow) pub-
lication of the mash-up media file 310. This configuration of
the media publisher module 260 may be performed based on
(e.g., in response to) all of the source media files 315 being
included among the authorized media files 325.

In situations where the source media files 315 include at
least one unauthorized media file that is absent from the
authorized media files 325 (e.g., as shown in FIG. 4), opera-
tion 730 may be performed as part of operation 630, in which
the audit module 230 determines whether all of the source
media files 315 are included among the authorized media files
325. In operation 730, the audit module 230 determines that a
media identifier of an unauthorized media file is included in
the second group of media identifiers (e.g., from operation
620). This determination may be performed based on a com-
parison of the first group of media identifiers (e.g., from
operation 610) to the second group of media identifiers (e.g.,
from operation 620). Accordingly, operation 630 may be
performed based on the second group of media identifiers
(e.g., from operation 620) including the media identifier that
identifies the unauthorized media file and is absent from the
first group of media identifiers (e.g., from operation 610).

Moreover, in such cases, operation 750 may be performed
as part of operation 640, in which the message module 240
presents the notification regarding whether the mash-up
media file 310, can be generated, or has been generated,
exclusively from the authorized media files 325. In operation
750, the notification presented by the message module 240
indicates that the mash-up media file 310 cannot be gener-
ated, or has not been generated, exclusively from the subset of
the authorized media files 325.

Inthese situations, the performance of operation 630 by the
audit module 230 may determine that the source media files
315 include an unauthorized media file that is absent from the
authorized media files 325, and one or more of operations
751,753,755, 757, and 759 may be performed subsequent to
operation 640. Operation 751 may be performed in cases
where the mash-up media file 310 has not yet been generated.
In operation 751, the audit module 230 configures the media
editor module 250 to disable (e.g., prevent) generation of the
mash-up media file 310. This configuration of the media
editor module 250 may be performed based on (e.g., in
response to) the source media files 315 including the unau-
thorized media file, which is absent from the authorized
media files 325.

Operation 753 may be performed in cases where the mash-
up media file 310 has already been generated, but not yet
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published. In operation 753, the audit module 230 configures
the media publisher module 260 to disable (e.g., prevent)
publication of the mash-up media file 310. This configuration
of the media publisher module 260 may be performed based
on (e.g., in response to) the source media files 315 including
the unauthorized media file, which is absent from the autho-
rized media files 325.

In operation 755, the message module 240 presents a sug-
gestion (e.g., within a message, notification, an alert, warn-
ing, or an advertisement) that the user 132 authorize the
unauthorized media file, for example, by purchasing an
authorization to play the unauthorized media file, use the
unauthorized media file in a mash-up, or both. For example,
the message module 240 (e.g., whether located in the audit
machine 110 or in the device 130), may cause the device 130
to display the suggestion to the user 132. In some example
embodiments, the presented suggestion contains a user inter-
face that is operable to initiate a transaction to purchase such
an authorization (e.g., electronic storefront). In certain
example embodiments, the presented suggestion contains a
link to such a user interface.

In cases where the user 132 operates a user interface to
initiate a purchase of such an authorization, operations 757
and 759 may be performed. In operation 757, the audit mod-
ule 230 initiates the transaction to purchase the authorization
to play the unauthorized media file, use the unauthorized
media file in creating a mash-up media file (e.g., mash-up
media file 310), or both. For example, the audit module 230
may cause electronic storefronts to initiate such a purchase
transaction. After completion of such a transaction, operation
759 may be performed by the audit module 230. In operation
759, the library module 210 detects that the initiated transac-
tion is complete and, based on this detection, updates the first
group of media identifiers (e.g., accessed in operation 610) to
include the media identifier of the media file for which autho-
rization was purchased by completion of the transaction.
Accordingly, library module 210 may update the authorized
media files 325 to include the newly authorized media file.

FIG. 8-10 are flowcharts illustrating operations of the audit
machine 110 or the device 150 (e.g., a device of the user 152,
who may be a non-creator of the mash-up media file 310) in
performing a method 800 of merchandising a media file (e.g.,
source media file 530) based on an ownership audit, accord-
ing to some example embodiments. Operations in the method
800 may be performed using modules described above with
respect to FIG. 2. As shown in FIG. 8, the method 800
includes operations 810, 820, 830, and 840, and the method
800 may be performed subsequent to generation of the mash-
up media file 310 or subsequent to publication of the mash-up
media file 310.

In operation 810, the library module 210 accesses a first
group of media identifiers (e.g., a first plurality of media
identifiers) that identify the authorized media files 325, which
may be authorized for the user 152 to play (e.g., playback on
the device 150). The library module 210 may thus identify the
authorized media files 325 that the user 152 is authorized to
play.

In operation 820, the mash-up module 220 determines a
second group of media identifiers (e.g., a second plurality of
media identifiers) that identify the source media files 315,
which may be at least partially included within the mash-up
media file 310 (e.g., generated by the user 132). The mash-up
module 220 may thus identify the source media files 315,
which include media tracks (e.g., media tracks 512 and 514)
that were used in generating the mash-up media file 310.

The mash-up media file 310 may be generated, published,
or both, and the user 152 may have obtained access to the
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mash-up media file 310. For example, the user 152 may have
downloaded the mash-up media file 310 to the device 150
from a server that published the mash-up media file 310 (e.g.,
network-based system 105 or database 115). As another
example, the user 152 may have received the mash-up media
file 310 (e.g., via the device 150) as an attachment to a mes-
sage (e.g., an email, a microblog post, an instant message,
chat message, or any suitable combination thereof). As a
further example, the user 152 may have received a reference
(e.g., a link) to a network location (e.g., accessible using the
network 190) from which the mash-up media file 310 may be
retrieved (e.g., database 115).

Accordingly, the mash-up media file 310 may be proposed
for playback, for example, as a result of the user 152 using the
media player module 270 (e.g., a media presentation or play-
back application, applet, or mobile app). For example, the
user 152 may use the media player module 270 to specify that
the mash-up media file 310 is selected for playing (e.g.,
playing immediately or as an upcoming selection within a
playlist), and the media player module 270 may access (e.g.,
query) information that references media identifiers for the
source media files 315. Such information may be stored in
metadata of the mash-up media file 310, stored in the database
115, stored at the device 130, stored at the device 150, or any
suitable combination thereof. The second group of media
identifiers may thus be determined by accessing (e.g., query-
ing) the media player module 270 to detect media identifiers
for the source media files 315. These detected media identi-
fiers may accordingly be determined as the second group of
media identifiers.

In operation 830, the audit module 230 determines whether
all of the source media files 315 are included among the
authorized media files 325. This determination may be per-
formed based on a comparison of the first group of media
identifiers (e.g., from operation 810) to the second group of
media identifiers (e.g., from operation 820).

In operation 840, the message module 240 presents a noti-
fication that indicates whether the mash-up media file 310
was generated exclusively from the authorized media files
325. The presenting of the notification may be based on
whether all of the source media files 315 are included among
the authorized media files 325, as determined in operation
830. For example, the message module 240 (e.g., whether
located in the audit machine 110 or in the device 150), may
cause the device 150 to display the notification to the user
152. According to some example embodiments, the notifica-
tion indicates whether the user 152 is authorized to play the
mash-up media file 310.

As shown in FIG. 9, the method 800 may include one or
more of operations 910, 930, 940, 941, 950, 951, 953, 955,
and 957. Operation 910 may be performed as part (e.g., a
precursor task, a subroutine, or portion) of operation 810, in
which the library module 210 accesses the first group of
media identifiers. In operation 910, the library module 210
may access the first group of media identifiers by accessing a
media library (e.g., media library 320) of the user 152 (e.g., a
collection of media files owned by the user 152 and stored in
the database 115 or at the device 150).

In situations where all of the source media files 315 are a
subset of the authorized media files 325 (e.g., as shown in
FIG. 3), operation 830 may be performed based on the second
group of media identifiers (e.g., from operation 820) being
included in the first group of media identifiers (e.g., from
operation 810). Moreover, in such cases, operation 940 may
be performed as part of operation 840, in which the message
module 240 presents the notification regarding whether the
mash-up media file 310 was generated exclusively from the
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authorized media files 325. In operation 940, the notification
presented by the message module 240 indicates that the
mash-up media file 310 has been generated exclusively from
the subset of the authorized media files 325.

In these situations, the performance of operation 830 by the
audit module 230 may determine that all of the source media
files 315 are included among the authorized media files 325,
and operation 941 may be performed subsequent to operation
840. In operation 941, the audit module 230 configures the
media player module 270 to enable (e.g., allow) playback of
the mash-up media file 310. This configuration of the media
player module 270 may be performed based on (e.g., in
response to) the source media files 315 all being included
among the authorized media files 325.

In situations where the source media files 315 include at
least one unauthorized media file that is absent from the
authorized media files 325 (e.g., as shown in FIG. 4), opera-
tion 930 may be performed as part of operation 830, in which
the audit module 230 determines whether all of the source
media files 315 are included among the authorized media files
325. In operation 930, the audit module 230 determines that a
media identifier of an unauthorized media file is included in
the second group of media identifiers (e.g., from operation
820). This determination may be performed based on a com-
parison of the first group of media identifiers (e.g., from
operation 810) to the second group of media identifiers (e.g.,
from operation 820). Accordingly, operation 830 may be
performed based on the second group of media identifiers
(e.g., from operation 820) including the media identifier that
identifies the unauthorized media file and is absent from the
first group of media identifiers (e.g., from operation 810).

Moreover, in such cases, operation 950 may be performed
as part of operation 840, in which the message module 240
presents the notification regarding whether the mash-up
media file 310 was generated exclusively from the authorized
media files 325. In operation 950, the notification presented
by the message module 240 indicates that the mash-up media
file 310 was not generated exclusively from the subset of the
authorized media files 325.

In these situations, the performance of operation 830 by the
audit module 230 may determine that the source media files
315 include an unauthorized media file that is absent from the
authorized media files 325, and one or more of operations
951, 953, 955, and 957 may be performed subsequent to
operation 840. In operation 951, the audit module 230 con-
figures the media player module 270 to disable (e.g., prevent)
playback of the mash-up media file 310. This configuration of
the media player module 270 may be performed based on
(e.g., in response to) the source media files 315 including the
unauthorized media file, which is absent from the authorized
media files 325.

In operation 953, the message module 240 presents a sug-
gestion (e.g., within a message, notification, an alert, warn-
ing, or an advertisement) that the user 152 authorize the
unauthorized media file, for example, by purchasing an
authorization to play the unauthorized media file (e.g., and
thereby obtain authorization to play the mash-up media file
310, which in this situation is generated, at least in part, from
the unauthorized media file). For example, the message mod-
ule 240 (e.g., whether located in the audit machine 110 or in
the device 150), may cause the device 150 to display the
suggestion to the user 152. In some example embodiments,
the presented suggestion contains a user interface that is
operable to initiate a transaction to purchase such an autho-
rization (e.g., electronic storefront). In certain example
embodiments, the presented suggestion contains a link to
such a user interface.
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Invarious example embodiments, the presented suggestion
indicates that purchase of such an authorization enables, or
will enable, playback of one or more additional mash-up
media files that each were generated, at least in part, from the
unauthorized media file. For example, the presented sugges-
tion may include a list of mash-up media files (e.g., mash-up
media file 310) for which playback will be enabled upon
purchase of an authorization to play the unauthorized media
file.

In cases where the user 152 operates a user interface to
initiate a purchase of such an authorization, operations 955
and 957 may be performed. In operation 955, the audit mod-
ule 230 initiates the transaction to purchase the authorization
to play the unauthorized media file (e.g., and thereby pur-
chase authorization to play the mash-up media file 310, which
in this situation is generated, at least in part, from the unau-
thorized media file). For example, the audit module 230 may
cause electronic storefronts to initiate such a purchase trans-
action. After completion of such a transaction, operation 957
may be performed by the audit module 230. In operation 957,
the library module 210 detects that the initiated transaction is
complete and, based on this detection, updates the first group
of media identifiers (e.g., accessed in operation 810) to
include the media identifier of the media file for which autho-
rization was purchased by completion of the transaction.
Accordingly, library module 210 may update the authorized
media files 325 to include the newly authorized media file.

As shown in FIG. 10, the method 800 may include one or
more of operations 1012, 1040, and 1050. Operation 1012
may be performed prior to operation 820, in which the mash-
up module 220 determines the second group of media iden-
tifiers (e.g., for the source media files 315).

In operation 1012, the mash-up module 220 detects a ref-
erence to the mash-up media file 310 (e.g., a mention of the
mash-up media file 310, a link to a network-location from
which the mash-up media file 310 is available, or a review of
the mash-up media file 310). For example, the reference may
be detected (e.g., accessed) in a query received from the user
152 via his device 150 (e.g., a query for mash-up files), in
search results provided in response to such a query, or both.
As another example, the reference may be detected in a rec-
ommendation (e.g., a suggestion or advertisement) that is sent
to the user 152 by one ofhis social connections (e.g., a further
user that is socially connected to the user 152 by a social
networking service). In example embodiments that include
operation 1012, the determining of the second group of media
identifiers in operation 820 may be performed based on (e.g.,
in response to0) this detected reference to the mash-up media
file 310.

In situations where all of the source media files 315 are a
subset of the authorized media files 325 (e.g., as shown in
FIG. 3), operation 1040 may be performed as part of opera-
tion 840, in which the message module 240 presents the
notification regarding whether the mash-up media file 310
was generated exclusively from the authorized media files
325. In operation 1040, the notification presented by the
message module 240 indicates that the user 152 is authorized
to play the mash-up media file 310. In some example embodi-
ments, the notification recommends the mash-up media file
310 to the user 152 (e.g., contains a recommendation or
suggestion that the user 152 obtain the mash-up media file
310, play the mash-up media file 310, or both).

In situations where the source media files 315 include at
least one unauthorized media file that is absent from the
authorized media files 325 (e.g., as shown in FIG. 4), opera-
tion 1050 may be performed as part of operation 840, in
which the message module 240 presents the notification
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regarding whether the mash-up media file 310 was generated
exclusively from the authorized media files 325. In operation
1050, the notification presented by the message module 240
indicates that the user 152 is not authorized to play the mash-
up media file 310. In some example embodiments, the noti-
fication recommends the mash-up media file 310 to the user
152 (e.g., contains a recommendation or suggestion that the
user 152 obtain the mash-up media file 310 and obtain autho-
rization to play the at least one unauthorized media file, so as
to obtain authorization to play the mash-up media file 310).

According to various example embodiments, one or more
of the methodologies described herein may facilitate mer-
chandising a media file based on an ownership audit of a
user’s media library. Moreover, one or more of the method-
ologies described herein may facilitate merchandising an
unauthorized media file from which a mash-up media file has
been generated, based on such an ownership audit. Hence,
one or more the methodologies described herein may facili-
tate creation, publication, and sharing of mash-up media files,
while cooperating with one or more digital rights manage-
ment schemes that may be applicable to source media files
used to generate mash-up media files.

When these effects are considered in aggregate, one or
more of the methodologies described herein may obviate a
need for certain efforts or resources that otherwise would be
involved in creating, publishing, and sharing mash-up media
files, implementing digital rights management schemes, or
any suitable combination thereof. Efforts expended by users
of media files and by administrators of digital rights manage-
ment schemes may be reduced by one or more of the meth-
odologies described herein. Computing resources used by
one or more machines, databases, or devices (e.g., within the
network environment 100) may similarly be reduced.
Examples of such computing resources include processor
cycles, network traffic, memory usage, data storage capacity,
power consumption, and cooling capacity.

FIG. 11 is a block diagram illustrating components of a
machine 1100, according to some example embodiments,
able to read instructions from a machine-readable medium
(e.g., a machine-readable storage medium, a computer-read-
able storage medium, or any suitable combination thereof)
and perform any one or more of the methodologies discussed
herein, in whole or in part. Specifically, FIG. 11 shows a
diagrammatic representation of the machine 1100 in the
example form of'a computer system and within which instruc-
tions 1124 (e.g., software, a program, an application, an
applet, an app, or other executable code) for causing the
machine 1100 to perform any one or more of the methodolo-
gies discussed herein may be executed, in whole or in part. In
alternative embodiments, the machine 1100 operates as a
standalone device or may be connected (e.g., networked) to
other machines. In a networked deployment, the machine
1100 may operate in the capacity of a server machine or a
client machine in a server-client network environment, or as a
peer machine in a distributed (e.g., peer-to-peer) network
environment. The machine 1100 may be a server computer, a
client computer, a personal computer (PC), a tablet computer,
a laptop computer, a netbook, a set-top box (STB), a personal
digital assistant (PDA), a cellular telephone, a smartphone, a
web appliance, a network router, a network switch, a network
bridge, or any machine capable of executing the instructions
1124, sequentially or otherwise, that specify actions to be
taken by that machine. Further, while only a single machine is
illustrated, the term “machine” shall also be taken to include
a collection of machines that individually or jointly execute
the instructions 1124 to perform all or part of any one or more
of the methodologies discussed herein.
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The machine 1100 includes a processor 1102 (e.g., a cen-
tral processing unit (CPU), a graphics processing unit (GPU),
a digital signal processor (DSP), an application specific inte-
grated circuit (ASIC), a radio-frequency integrated circuit
(RFIC), or any suitable combination thereof), a main memory
1104, and a static memory 1106, which are configured to
communicate with each other via a bus 1108. The machine
1100 may further include a graphics display 1110 (e.g., a
plasma display panel (PDP), a light emitting diode (LED)
display, a liquid crystal display (LCD), a projector, or a cath-
ode ray tube (CRT)). The machine 1100 may also include an
alphanumeric input device 1112 (e.g., a keyboard), a cursor
control device 1114 (e.g., a mouse, a touchpad, a trackball, a
joystick, a motion sensor, or other pointing instrument), a
storage unit 1116, a signal generation device 1118 (e.g., a
speaker), and a network interface device 1120.

The storage unit 1116 includes a machine-readable
medium 1122 on which is stored the instructions 1124
embodying any one or more of the methodologies or func-
tions described herein. The instructions 1124 may also reside,
completely or at least partially, within the main memory
1104, within the processor 1102 (e.g., within the processor’s
cache memory), or both, during execution thereof by the
machine 1100. Accordingly, the main memory 1104 and the
processor 1102 may be considered as machine-readable
media. The instructions 1124 may be transmitted or received
over a network 1126 (e.g., network 190) via the network
interface device 1120.

As used herein, the term “memory” refers to a machine-
readable medium able to store data temporarily or perma-
nently and may be taken to include, but not be limited to,
random-access memory (RAM), read-only memory (ROM),
buffer memory, flash memory, and cache memory. While the
machine-readable medium 1122 is shown in an example
embodiment to be a single medium, the term “machine-read-
able medium” should be taken to include a single medium or
multiple media (e.g., a centralized or distributed database, or
associated caches and servers) able to store instructions. The
term “machine-readable medium” shall also be taken to
include any medium, or combination of multiple media, that
is capable of storing instructions for execution by a machine
(e.g., machine 1100), such that the instructions, when
executed by one or more processors of the machine (e.g.,
processor 1102), cause the machine to perform any one or
more of the methodologies described herein. Accordingly, a
“machine-readable medium” refers to a single storage appa-
ratus or device, as well as “cloud-based” storage systems or
storage networks that include multiple storage apparatus or
devices. The term “machine-readable medium” shall accord-
ingly be taken to include, but not be limited to, one or more
data repositories in the form of a solid-state memory, an
optical medium, a magnetic medium, or any suitable combi-
nation thereof.

Throughout this specification, plural instances may imple-
ment components, operations, or structures described as a
single instance. Although individual operations of one or
more methods are illustrated and described as separate opera-
tions, one or more of the individual operations may be per-
formed concurrently, and nothing requires that the operations
be performed in the order illustrated. Structures and function-
ality presented as separate components in example configu-
rations may be implemented as a combined structure or com-
ponent. Similarly, structures and functionality presented as a
single component may be implemented as separate compo-
nents. These and other variations, modifications, additions,
and improvements fall within the scope of the subject matter
herein.
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Certain embodiments are described herein as including
logic or a number of components, modules, or mechanisms.
Modules may constitute either software modules (e.g., code
embodied on a machine-readable medium or in a transmis-
sion signal) or hardware modules. A “hardware module” is a
tangible unit capable of performing certain operations and
may be configured or arranged in a certain physical manner.
In various example embodiments, one or more computer
systems (e.g., a standalone computer system, a client com-
puter system, or a server computer system) or one or more
hardware modules of a computer system (e.g., a processor or
a group of processors) may be configured by software (e.g.,
an application or application portion) as a hardware module
that operates to perform certain operations as described
herein.

In some embodiments, a hardware module may be imple-
mented mechanically, electronically, or any suitable combi-
nation thereof. For example, a hardware module may include
dedicated circuitry or logic that is permanently configured to
perform certain operations. For example, a hardware module
may be a special-purpose processor, such as a field program-
mable gate array (FPGA) or an ASIC. A hardware module
may also include programmable logic or circuitry that is
temporarily configured by software to perform certain opera-
tions. For example, a hardware module may include software
encompassed within a general-purpose processor or other
programmable processor. It will be appreciated that the deci-
sion to implement a hardware module mechanically, in dedi-
cated and permanently configured circuitry, or in temporarily
configured circuitry (e.g., configured by software) may be
driven by cost and time considerations.

Accordingly, the phrase “hardware module” should be
understood to encompass a tangible entity, be that an entity
that is physically constructed, permanently configured (e.g.,
hardwired), or temporarily configured (e.g., programmed) to
operate in a certain manner or to perform certain operations
described herein. As used herein, “hardware-implemented
module” refers to a hardware module. Considering embodi-
ments in which hardware modules are temporarily configured
(e.g., programmed), each of the hardware modules need not
be configured or instantiated at any one instance in time. For
example, where a hardware module comprises a general-
purpose processor configured by software to become a spe-
cial-purpose processor, the general-purpose processor may
be configured as respectively different special-purpose pro-
cessors (e.g., comprising different hardware modules) at dif-
ferent times. Software may accordingly configure a proces-
sor, for example, to constitute a particular hardware module at
one instance of time and to constitute a different hardware
module at a different instance of time.

Hardware modules can provide information to, and receive
information from, other hardware modules. Accordingly, the
described hardware modules may be regarded as being com-
municatively coupled. Where multiple hardware modules
exist contemporaneously, communications may be achieved
through signal transmission (e.g., over appropriate circuits
and buses) between or among two or more of the hardware
modules. In embodiments in which multiple hardware mod-
ules are configured or instantiated at different times, commu-
nications between such hardware modules may be achieved,
for example, through the storage and retrieval of information
in memory structures to which the multiple hardware mod-
ules have access. For example, one hardware module may
perform an operation and store the output of that operation in
a memory device to which it is communicatively coupled. A
further hardware module may then, at a later time, access the
memory device to retrieve and process the stored output.
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Hardware modules may also initiate communications with
input or output devices, and can operate on a resource (e.g., a
collection of information).

The various operations of example methods described
herein may be performed, at least partially, by one or more
processors that are temporarily configured (e.g., by software)
or permanently configured to perform the relevant operations.
Whether temporarily or permanently configured, such pro-
cessors may constitute processor-implemented modules that
operate to perform one or more operations or functions
described herein. As used herein, “processor-implemented
module” refers to a hardware module implemented using one
Of More Processors.

Similarly, the methods described herein may be at least
partially processor-implemented, a processor being an
example ofhardware. For example, at least some of the opera-
tions of a method may be performed by one or more proces-
sors or processor-implemented modules. Moreover, the one
or more processors may also operate to support performance
of the relevant operations in a “cloud computing” environ-
ment or as a “software as a service” (SaaS). For example, at
least some of the operations may be performed by a group of
computers (as examples of machines including processors),
with these operations being accessible via a network (e.g., the
Internet) and via one or more appropriate interfaces (e.g., an
application program interface (API)).

The performance of certain of the operations may be dis-
tributed among the one or more processors, not only residing
within a single machine, but deployed across a number of
machines. In some example embodiments, the one or more
processors or processor-implemented modules may be
located in a single geographic location (e.g., within a home
environment, an office environment, or a server farm). In
other example embodiments, the one or more processors or
processor-implemented modules may be distributed across a
number of geographic locations.

Some portions of the subject matter discussed herein may
be presented in terms of algorithms or symbolic representa-
tions of operations on data stored as hits or binary digital
signals within a machine memory (e.g., a computer memory).
Such algorithms or symbolic representations are examples of
techniques used by those of ordinary skill in the data process-
ing arts to convey the substance of their work to others skilled
in the art. As used herein, an “algorithm™ is a self-consistent
sequence of operations or similar processing leading to a
desired result. In this context, algorithms and operations
involve physical manipulation of physical quantities. Typi-
cally, but not necessarily, such quantities may take the form of
electrical, magnetic, or optical signals capable of being
stored, accessed, transferred, combined, compared, or other-
wise manipulated by a machine. It is convenient at times,
principally for reasons of common usage, to refer to such
signals using words such as “data,” “content,” “bits,” “val-
ues,” “elements,” “symbols,” “characters,” “terms,” “num-
bers,” “numerals,” or the like. These words, however, are
merely convenient labels and are to be associated with appro-
priate physical quantities.

Unless specifically stated otherwise, discussions herein
using words such as “processing,” “computing,” “calculat-
ing,” “determining,” “presenting,” “displaying,” or the like
may refer to actions or processes of a machine (e.g., a com-
puter) that manipulates or transforms data represented as
physical (e.g., electronic, magnetic, or optical) quantities
within one or more memories (e.g., volatile memory, non-
volatile memory, or any suitable combination thereof), regis-
ters, or other machine components that receive, store, trans-
mit, or display information. Furthermore, unless specifically

2 < 2 <
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stated otherwise, the terms “a” or “an” are herein used, as is

common in patent documents, to include one or more than

one instance. Finally, as used herein, the conjunction “or”
refers to a non-exclusive “or,” unless specifically stated oth-
erwise.

The following enumerated descriptions define various
example embodiments of methods, machine-readable media,
and systems (e.g., apparatus) discussed herein:

1. A system comprising:
alibrary module configured to access a first plurality of media

identifiers that identify authorized media files that a user is

authorized to play;

amash-up module configured to determine a second plurality
of media identifiers that identify source media files that
store media tracks each selected by the user for at least
partial inclusion within a mash-up media file to be gener-
ated by the user from the source media files;

a processor configured by an audit module to determine
whether all of the source media files are included among
the authorized media files based on a comparison of the
first plurality of media identifiers to the second plurality of
media identifiers; and

a message module configured to present a notification that
indicates whether the mash-up media file can be generated
exclusively from the authorized media files, the notifica-
tion being presented based on whether all of the source
media files are included among the authorized media files.
2. A method comprising:

accessing a first plurality of media identifiers that identify
authorized media files that a user is authorized to play;

determining a second plurality of media identifiers that iden-
tify source media files that store media tracks each selected
by the user for at least partial inclusion within a mash-up
media file to be generated by the user from the source
media files;

determining whether all of the source media files are included
among the authorized media files based on a comparison of
the first plurality of media identifiers to the second plurality
of media identifiers,

the determining being performed by a processor of a
machine; and

presenting a notification that indicates whether the mash-up
media file can be generated exclusively from the autho-
rized media files,

the notification being presented based on whether all of the
source media files are included among the authorized
media files.

3. The method of description 2, wherein:
at least two of the media tracks selected by the user are from

separate media files and selected for at least partial inclu-

sion within a simultaneous mix of media tracks within the
mash-up media file.

4. The method of description 2 or description 3, wherein:
the accessing of the first plurality of media identifiers

includes accessing a media library that corresponds to the

user and indicates that the user owns the authorized media
files.

5. The method of any of descriptions 2-4, wherein:
the source media files are a subset of the authorized media

files;

the determining of whether all of the source media files are
included among the authorized media files is based on the
second plurality of media identifiers being included in the
first plurality of media identifiers; and

the presented notification indicates that the mash-up media
file can be generated exclusively from the subset of the
authorized media files.
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6. The method of any of descriptions 2-5, wherein:
the determining of whether all of the source media files are

included among the authorized media files determines that

all of the source media files are included among the autho-
rized media files; and the method further comprises

configuring a media editor application to enable generation of
the mash-up media file from the source media files based
on the source media files all being included among the
authorized media files.

7. The method of any of descriptions 2-4, wherein:
the source media files include an unauthorized media file that

is absent from the authorized media files;

the determining of whether all of the source media files are
included among the authorized media files is based on the
second plurality of media identifiers including a media
identifier that identifies the unauthorized media file and is
absent from the first plurality of media identifiers; and

the presented notification indicates that the mash-up media
file cannot be generated exclusively from the authorized
media files.

8. The method of description 7 further comprising:
presenting a suggestion that the user authorize the unautho-

rized media file by purchasing an authorization to play the

unauthorized media file.

9. The method of description 7 or description 8 further
comprising:
configuring a media editor application to disable generation

of'the mash-up media file from the source media files based

on the unauthorized media file being absent from the
authorized media files.

10. A tangible (e.g., non-transitory) machine-readable stor-
age medium comprising instructions that, when executed by
one or more processors of a machine, cause the machine to
perform operations comprising:
accessing a first plurality of media identifiers that identify

authorized media files that a user is authorized to play;
determining a second plurality of media identifiers that iden-

tify source media files that store media tracks each selected
by the user for at least partial inclusion within a mash-up
media file to be generated by the user from the source
media files;

determining whether all of the source media files are included
among the authorized media files based on a comparison of
the first plurality of media identifiers to the second plurality
of media identifiers,

the determining being performed by the one or more proces-
sors of the machine; and

presenting a notification that indicates whether the mash-up
media file can be generated exclusively from the autho-
rized media files,

the notification being presented based on whether all of the
source media files are included among the authorized
media files.

11. A system comprising:
alibrary module configured to access a first plurality of media

identifiers that identify authorized media files that a user is

authorized to play;

amash-up module configured to determine a second plurality
of media identifiers that identify source media files that
store media tracks each at least partially included within a
mash-up media file generated by the user from the source
media files;

a processor configured by an audit module to determine
whether all of the source media files are included among
the authorized media files based on a comparison of the
first plurality of media identifiers to the second plurality of
media identifiers; and
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a message module configured to present a notification that
indicates whether the mash-up media file is generated
exclusively from the authorized media files,

the notification being presented based on whether all of the
source media flies are included among the authorized
media files.

12. A method comprising:

accessing a first plurality of media identifiers that identify
authorized media files that a user is authorized to play;

determining a second plurality of media identifiers that iden-
tify source media files that store media tracks each at least
partially included within a mash-up media file generated
by the user from the source media files;

determining whether all of the source media files are included
among the authorized media files based on a comparison of
the first plurality of media identifiers to the second plurality
of media identifiers,

the determining being performed by a processor of a
machine; and

presenting a notification that indicates whether the mash-up
media file is generated exclusively from the authorized
media files,

the notification being presented based on whether all of the
source media files are included among the authorized
media files.

13. The method of description 12, wherein:

at least two of the media tracks are from separate source
media files and each at least partially included within a
simultaneous mix of media tracks within the mash-up
media file.

14. The method of description 12 or description 13,
wherein:

the accessing of the first plurality of media identifiers
includes accessing a media library that corresponds to the
user and indicates that the user owns the authorized media
files.

15. The method of any of descriptions 12-14, wherein:
the source media files are a subset of the authorized media
files;

the determining of whether all of the source media files are
included among the authorized media files is based on the
second plurality of media identifiers being included in the
first plurality of media identifiers; and

the presented notification indicates that the mash-up media
file is generated exclusively from the subset of the autho-
rized media files.
16. The method of any of descriptions 12-15, wherein:

the determining of whether all of the source media files are
included among the authorized media files determines that
all of the source media files are included among the autho-
rized media files; and the method further comprises

configuring a media publisher application to enable publica-
tion of the mash-up media file based on the source media
files all being included among the authorized media files.
17. The method of any of descriptions 12-14, wherein:

the source media files include an unauthorized media file that
is absent from the authorized media files;

the determining of whether all of the source media files are
included among the authorized media files based on the
second plurality of media identifiers including a media
identifier that identifies the unauthorized media file and is
absent from the first plurality of media identifiers; and

the presented notification indicates that the mash-up media
file is not generated exclusively from the authorized media
files.
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18. The method of claim 17, wherein:

the determining of whether all of the source media files are
included among the authorized media files determines that
the unauthorized media file is absent from the authorized
media files; and the method further comprises

presenting a suggestion that the user authorize the unautho-
rized media file by purchasing an authorization to play the
unauthorized media file.

19. The method of claim 17 further comprising:
configuring a media publisher application to disable publica-

tion of the mash-up media file based on the unauthorized

media file being absent from the authorized media files.

20. A tangible (e.g., non-transitory) machine-readable stor-
age medium comprising instructions that, when executed by
one or more processors of a machine, cause the machine to
perform operations comprising:

accessing a first plurality of media identifiers that identify
authorized media files that a user is authorized to play;

determining a second plurality of media identifiers that iden-
tify source media files that store media tracks each at least
partially included within a mash-up media file generated
by the user from the source media files;

determining whether all of the source media files are included
among the authorized media files based on a comparison of
the first plurality of media identifiers to the second plurality
of media identifiers,

the determining being performed by the one or more proces-
sors of the machine; and

presenting a notification that indicates whether the mash-up
media file is generated exclusively from the authorized
media files,

the notification being presented based on whether all of the
source media files are included among the authorized
media files.

21. A system comprising:

alibrary module configured to access a first plurality of media
identifiers that identify authorized media files that a first
user is authorized to play;

amash-up module configured to determine a second plurality
of' media identifiers that identify source media files used by
a second user to generate a mash-up media file that includes
media tracks from the source media files;

a processor configured by an audit module to determine
whether all of the source media files are included among
the authorized media files based on a comparison of the
first plurality of media identifiers to the second plurality of
media identifiers; and

a message module configured to present a notification that
indicates whether the first user is authorized to play the
mash-up media file generated by the second user, the noti-
fication being presented based on whether all of the source
media files are included among the authorized media files.
22. The system of description 21, wherein:

at least two of the media tracks are from separate source
media files and are each at least partially included within a
simultaneous mix of media tracks within the mash-up
media file.

23. The system of description 21 or description 22,
wherein:

the source media files include an unauthorized media file that
is absent from the authorized media files;

the audit module configures the processor to determine
whether all of the source media files are included among
the authorized media files based on the second plurality of
media identifiers including a media identifier that identifies
the unauthorized media file and is absent from the first
plurality of media identifiers; and
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the presented notification indicates that the first user is not
authorized to play the mash-up media file.
24. A method comprising:

accessing a first plurality of media identifiers that identify
authorized media files that a first user is authorized to play;

determining a second plurality of media identifiers that iden-
tify source media files used by a second user to generate a
mash-up media file that includes media tracks from the
source media files;

determining whether all of the source media files are included
among the authorized media files based on a comparison of
the first plurality of media identifiers to the second plurality
of media identifiers,

the determining being performed by a processor of a
machine; and

presenting a notification that indicates whether the first user is
authorized to play the mash-up media file generated by the
second user,

the notification being presented based on whether all of the
source media files are included among the authorized
media files.
25. The method of description 24, wherein:

at least two of the media tracks are from separate source
media files and are each at least partially included within a
simultaneous mix of media tracks within the mash-up
media file.
26. The method of description 24 or description 25,

wherein:

the accessing of the first plurality of media identifiers
includes accessing a media library that corresponds to the
user and indicates that the first user owns the authorized
media files.
27. The method of any of descriptions 24-26 further com-

prising:

detecting a reference to the mash-up media file in a query
received from the first user; and wherein

the determining of the second plurality of media identifiers is
in response to the detecting of the reference to the mash-up
media file in the query.
28. The method of any of descriptions 24-26 further com-

prising:

detecting a reference to the mash-up media file in a recom-
mendation sent to the first user by a further user that is
socially connected to the first user; and wherein

the determining of the second plurality of media identifiers is
in response to the detecting of the reference in the recom-
mendation.
29. The method of any of descriptions 24-28, wherein:

the mash-up media file is generated exclusively from the
authorized media files; the determining of whether all of
the source media files are included among the authorized
media files is based on the second plurality of media iden-
tifiers being included in the first plurality of media identi-
fiers; and

the presented notification indicates that the first user is autho-
rized to play the mash-up media file.
30. The method of description 29, wherein:

the determining of whether all of the source media files are
included among the authorized media files determines that
all of the source media files are included among the autho-
rized media files; and the method further comprises

configuring a media player application to enable playback of
the mash-up media file based on the source media files all
being included among the authorized media files.
31. The method of description 29 or description 30,

wherein:
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the presented notification recommends the mash-up media
file to the first user.
32. The method of any of descriptions 24-28, wherein:
the source media files include an unauthorized media file that
is absent from the authorized media files;
the determining of whether all of the source media files are
included among the authorized media files is based on the
second plurality of media identifiers including a media
identifier that identifies the unauthorized media file and is
absent from the first plurality of media identifiers; and

the presented notification indicates that the first user is not
authorized to play the mash-up media file.

33. The method of description 32, wherein:
the determining of whether all of the source media files are

included among the authorized media files determines that

the unauthorized media file is absent from the authorized
media files; and the method further comprises

presenting a suggestion that the first user authorize the unau-
thorized media file by purchasing an authorization to play
the unauthorized media file.

34. The method of description 33, wherein:
the presented suggestion indicates that the authorization to

play the unauthorized media file enables playback of the

mash-up media file.

35. The method of description 32 or description 33,
wherein:
the presented suggestion indicates that the authorization to

play the unauthorized media file enables playback of a

further mash-up media file generated based on the unau-

thorized media file.

36. The method of any of descriptions 32-35 further com-
prising:
initiating a transaction by which the first user purchases the

authorization to play the unauthorized media file; and
updating the first plurality of media identifiers in response to

an indication that the transaction is complete,

37. The method of any of description 32-35, wherein:
configuring a media player application to disable playback of

the mash-up media file to the first user based on the unau-

thorized media file being absent from the authorized media
files.

38. Atangible (e.g., non-transitory) machine-readable stor-
age medium comprising instructions that, when executed by
one or more processors of a machine, cause the machine to
perform operations comprising:
accessing a first plurality of media identifiers that identify

authorized media files that a first user is authorized to play;
determining a second plurality of media identifiers that iden-

tify source media files used by a second user to generate a

mash-up media file that includes media tracks from the

source media files;

determining whether all of the source media files are included
among the authorized media files based on a comparison of
the first plurality of media identifiers to the second plurality
of media identifiers,

the determining being performed by the one or more proces-
sors of the machine; and

presenting a notification that indicates whether the first user is
authorized to play the mash-up media file generated by the
second user,

the notification being presented based on whether all of the
source media files are included among the authorized
media files.

39. The tangible machine-readable storage medium of
description 38, wherein:
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at least two of the media tracks are from separate source
media files and are each at least partially included within a
simultaneous mix of media tracks within the mash-up
media file.
40. The tangible machine-readable storage medium of
description 38 or description 39, wherein:
the source media files include an unauthorized media file that
is absent from the authorized media files;
the determining of whether all of the source media files are
included among the authorized media files is based on the
second plurality of media identifiers including a media
identifier that identifies the unauthorized media file and is
absent from the first plurality of media identifiers; and
the presented notification indicates that the first user is not
authorized to play the mash-up media file.
What is claimed is:
1. A system comprising:
one or more processors, and a memory including instruc-
tions, which when executed by the one or more proces-
sors, cause the one or more processors to perform opera-
tions comprising:
access a first plurality of media identifiers that identify
authorized media files that a first user is authorized to
play;
identify at least two or more source media files being used
by a second user to generate a single mash-up media file,
the single mash-up media file includes at least a portion
of media tracks from each of the at least two or more
source media files;
determine a second plurality of media identifiers that iden-
tify the at least two or more source media files;
determine whether all of the source media files of the single
mash-up media file are included among the authorized
media files based on a comparison of the first plurality of
media identifiers to the second plurality of media iden-
tifiers;
present a notification that indicates whether the first user is
authorized to play the single mash-up media file gener-
ated by the second user, the notification being presented
based on whether all of the source media files are
included among the authorized media files;
configure a media player application to disable playback of
the single mash-up media file based on determining that
the source media files include at least one unauthorized
media file; and
present an option for the first user to authorize the unau-
thorized media file by purchasing an authorization to
play the at least one unauthorized media file.
2. The system of claim 1, wherein:
at least two of the media tracks are from separate source
media files and are each at least partially included within
a simultaneous mix of media tracks within the single
mash-up media file.
3. The system of claim 1, wherein:
the source media files include an unauthorized media file
that is absent from the authorized media files;
determine whether all of the source media files are
included among the authorized media files based on the
second plurality of media identifiers including a media
identifier that identities the unauthorized media file and
is absent from the first plurality of media identifiers; and
the presented notification indicates that the first user is not
authorized to play the single mash-up media file.
4. A method comprising:
accessing a first plurality of media identifiers that identify
authorized media files that a first user is authorized to

play;
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identifying at least two or more source media files used by
a second user to generate a single mash-up media file,
the single mash-up media file includes at least a portion
of media tracks from each of the at least two or more
source media files;

determining a second plurality of media identifiers that
identify the at least two or more source media files;

determining whether all of the source media files of the
single mash-up media file are included among the autho-
rized media files based on a comparison of the first
plurality of media identifiers to the second plurality of
media identifiers, the determining being performed by a
processor of a machine;

presenting a notification that indicates whether the first
user is authorized to play the single mash-up media file
generated by the second user, the notification being pre-
sented based on whether all of the source media files are
included among the authorized media files;

configuring a media player application to disable playback
of the single mash-up media file based on determining
that the source media files include at least one unautho-
rized media file; and

presenting an option for the first user to authorize the
unauthorized media file by purchasing an authorization
to play the at least one unauthorized media file.

5. The method of claim 4, wherein:

at least two of the media tracks are from separate source
media files and are each at least partially included within
a simultaneous mix of media tracks within the single
mash-up media file.

6. The method of claim 4, wherein:

the accessing of the first plurality of media identifiers
includes accessing a media library that corresponds to
the first user and indicates that the first user owns the
authorized media files.

7. The method of claim 4 further comprising:

detecting a reference to the single mash-up media file in a
query received from the first user; and wherein

the determining of the second plurality of media identifiers
is in response to the detecting of the reference to the
single mash-up media file in the query.

8. The method of claim 4 further comprising:

detecting a reference to the single mash-up media file in a
recommendation sent to the first user by a further user
that is socially connected to the first user; and wherein

the determining of the second plurality of media identifiers
is in response to the detecting of the reference in the
recommendation.

9. The method of claim 4, wherein:

the single mash-up media file is generated exclusively from
the authorized media files;

the determining of whether all of the source media tiles are
included among the authorized media files is based on
the second plurality of media identifiers being included
in the first plurality of media identifiers; and

presented notification indicates that the first user is autho-
rized to play the single mash-up media file.

10. The method of claim 9, wherein:

the determining of whether all of the source media files are
included among the authorized media files determines
that all of the source media files are included among the
authorized media files; and the method further com-
prises

configuring a second media player application to enable
playback of the single mash-up media file based on the
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source media files all being included among the autho-
rized media files within the second media player appli-
cation.

11. The method of claim 9, wherein:

the presented notification recommends the single mash-up

media file to the first user.

12. The method of claim 4, wherein:

the source media files include an unauthorized media file

that is absent from the authorized media files;

the determining of whether all of the source media files are

included among the authorized media files is based on
the second plurality of media identifiers including a
media identifier that identifies the unauthorized media
file and is absent from the first plurality of media iden-
tifiers; and

the presented notification indicates that the first user is not

authorized to play the single mash-up media file.

13. The method of claim 12, wherein:

the presented option indicates that the authorization to play

the unauthorized media file enables playback of the
single mash-up media file.

14. The method of claim 12, wherein: the presented sug-
gestion indicates that the authorization to play the unautho-
rized media file enables playback of a further mash-up media
file generated based on the unauthorized media file.

15. The method of claim 12 further comprising:

initiating a transaction by which the first user purchases the

authorization to play the unauthorized media file; and
updating the first plurality of media identifiers in response
to an indication that the transaction is complete.

16. A non-transitory machine-readable medium compris-
ing instructions that, when executed by one or more proces-
sors of a machine, cause the machine to perform operations
comprising:

accessing a first plurality of media identifiers that identify

authorized media files that a first user is authorized to
play;

identifying at least two or more source media files used by

a second user to generate a single mash-up media file the
single mash-up media file includes at least a portion of
media tracks from each of the at least two or more source
media files;
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determining a second plurality of media identifiers that
identify the at least two or more source media files;

determining whether all of the source media files of the
single mash-up media file are included among the autho-
rized media files based on a comparison of the first
plurality of media identifiers to the second plurality of
media identifiers, the determining being performed by
the one or more processors of the machine;

presenting a notification that indicates whether the first
user is authorized to play the single mash-up media file
generated by the second user, the notification being pre-
sented based on whether all of the source media files are
included among the authorized media files;

10

configuring a media player application to disable playback
of the single mash-up media file based on determining
that the source media files include at least one unautho-
rized media file; and

15

presenting an option for the first user to authorize the
unauthorized media file by purchasing an authorization
to play the at least one unauthorized media file.
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17. The non-transitory machine-readable medium of claim
16, wherein:

at least two of the media tracks are from separate source

2 media files and are each at least partially included within
a simultaneous mix of media tracks within the single
mash-up media file.

18. The non-transitory machine-readable medium of claim

30 16, wherein:

the source media files include an unauthorized media file
that is absent from the authorized media files;

the determining of whether all of the source media files are
included among the authorized media files is based on

33 the second plurality of media identifiers including a
media identifier that identifies the unauthorized media
file and is absent from the first plurality of media iden-
tifiers; and

4  the presented notification indicates that the first user is not

authorized to play the single mash-up media file.
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